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The world we live in is 

increasingly complex









The Fraud and Abuse ecosystem

Pattern Matching, 
Heuristics etc. don’t 
work for targeted 
Attacks
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Attackers think in graphs Defenders think in lists

✓ Firewall

✓Anti-virus

✓ Security Logs

✓ Incident Response Plan

✓Assets

✓Networks

✓Applications

✓Users

…

Attackers / Defenders points of view 



A Real Graph Example

…and then traverse the graph to the target

…Adversaries get in at 
an edge

Delivering the “Load”



Focus on Raising Attacker Cost

RUIN ATTACKER’S 
ECONOMIC MODEL

BREAK THE KNOWN 
ATTACK PLAYBOOK

ELIMINATE OTHER ATTACK 
VECTORS

RAPID RESPONSE AND 
RECOVERY







Apps and Data

SaaS

Microsoft protecting you
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